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Critiques

Strengths

o Two stage design in the interface

o Very user friendly

©  Multi Faceted Analysis

Weaknesses

©  Only allows to attack one instance

o Speed on bigger datasets and more complicated models

o Scalability (Visual design, Attack Algorithm).
m Case studies are too simplified.
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